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BACKUP AND DISASTER RECOVERY
PROTECT YOUR DATA, REGARDLESS OF ITS LOCATION

Lexel’s dedicated team of backup and recovery experts 
provides peace of mind; ensuring your data is safe, 
secure, backed up and available when you need it - 
regardless of where it’s located.

Through an affordable monthly managed service, our 
experienced team can provide a plan for business 
continuity and disaster recovery that’s second to none.

Be confident of shielding your data, protecting your 
business, and keeping your systems available and reliable 
no matter what happens. 

We’ll help you:
 ● Understand your vulnerabilities
 ● Safeguard against risks
 ● Increase your data security
 ● Reduce the impact of cyberattacks to your 

organisation
 ● Prepare for the worst possible business disruption

Our solution includes:

BUSINESS BENEFITS

100% OPEX with easy monthly payments. 

No vendor lock-ins. Secure backups without lock-ins 
or proprietary file systems.

Backup and recovery on your terms.  Direct and 
secure backup, copy and archival to nearly any cloud 
or on-premise object storage. Choose from a range 
of backup and granular recovery options to suit your 
organisation’s unique business needs.

Proactive monitoring and analytics. AI-driven 
infrastructure monitoring and diagnostics providing 
complete visibility for ransomeware detection and 
protection.

Automated remediation.  Unexpected issues for your 
critical backup and DR processes are remediated as 
they occur.

Intelligent automation.  Machine learning based 
diagnostics and remediation actions, helping resolve 
issues faster.

Data Security. Private cloud backup location with 
built in redundancy, geo-replication, multi-factor 
authentication (MFA), passwordless service accouts 
and encryption to fortify your defences against 
cyberattacks.

Trusted Immutability. Ensure that your backups 
can always be restored after a cyber-attack with 
comprehensive, enterprise grade immutability options.

Hybrid cloud optimized. Cloud-native applicaton-
aware backup agents and unified cloud monitoring  and 
reporting.

Cyber Resiliency. Enable the fastest response to 
ransomware attacks by actively detecting threats and 
malicious behaviour before restoring with clean data.

Governance and compliance. Ensure security, 
compliance, and privacy requirements. Supports FIPS 
140-2, SOC Type 2 and ISO27001 certifications

All licenses and hardware

24 x 7 monitoring of your backup solution

Local support and NZ helpdesk

Annual recovery test for names servers/devices

5 x free restores a month

Security built-in redundancy, geo-replication and 
encryption


